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Re: RIN 2127–AM50
Docket No. NHTSA–2022–0079 - Advanced Impaired Driving Prevention Technology

Introduction

The Center for Democracy & Technology (CDT) files these comments in response to the National Highway Traffic Safety Administration (NHTSA) Advance Notice of Proposed Rulemaking (ANPR) on Advanced Impaired Driving Prevention Technology.¹ CDT is a nonprofit public interest organization fighting to advance civil liberties and civil rights in the digital age. CDT champions policies, laws, and technical designs that empower people to use technology for good while protecting against invasive, discriminatory, and exploitative uses. CDT consistently seeks to protect and promote user privacy and calls for online platforms to be transparent and accountable, and to respect human rights.

CDT commends NHTSA for its ongoing efforts to further reduce drunk and impaired driving crashes and fatalities, and appreciates that the agency has included privacy considerations in its pursuit of reducing impaired driving. Nevertheless, CDT urges NHTSA to include robust privacy protections in its rules for impaired driving prevention technology. In particular NHTSA should impose strict limits on data collection and use to prevent widespread and government-approved privacy invasions.

Advanced Impaired Driving Prevention Technologies Will Add to the Vast Amounts of Personal Data Modern Cars are Capable of Collecting

Modern cars collect extraordinary and growing amounts of data. Cars have the power to watch, listen, and collect information through sensors including microphones and cameras, such as where people go in their cars, what drivers and passengers do and say, and also what is happening outside of and around those cars.² Cars also connect to a host of online services,

² See Jen Caltrider, Misha Rykov & Zoë MacDonald, It's Official: Cars Are the Worst Product Category We Have Ever Reviewed for Privacy, Mozilla (Sept. 6, 2023),
whether from the original car manufacturer or third parties like Spotify or OnStar, that all collect and store data about the vehicle and its occupants. As a result, cars are now able to create, maintain, and share a record of essentially every interaction drivers and passengers have with those cars.

A recent Mozilla report found that every car brand examined was found to collect more personal data than necessary and use that information for reasons other than to operate the vehicle and manage manufacturers’ relationship with consumers. The data that cars can collect, include but are not limited to, health diagnosis data, facial geometric features, physiological characteristics, fingerprints, faceprints, photographs, user-generated content and other materials that users may submit, precise location, audio recordings of vehicle occupants, and voice recordings. Further, new cars share and/or sell personal data with service providers, data brokers, and other businesses that consumers do not have relationships with or know little or nothing about.

The proposed advanced impaired driving prevention technologies contemplated within the ANPR would add to the ever-growing list of data-collecting components within modern passenger vehicles. For example, the technologies under consideration can use cameras to collect data about a driver’s eye movements, facial measurements, and other touch sensors to detect alcohol levels in the blood. The data that would be collected by these technologies has
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The ANPR discusses a series of impaired driving detection systems developed by auto manufactures and details how these systems use a litany of sensors to determine if a driver is impaired and/or distracted. These include the following:

- Camera-based detection measures (i.e., eye gaze, eyelid/eye closure, and facial/emotional measures), as well as lane monitoring and steering input,
- Touch and breath sensors detect high levels of alcohol.
- Facial monitoring system built to monitor signs of drowsiness or distraction,
- Infrared cameras to capture driver facial and eye movements to determine if the driver keeps eyes forward, changes blinking patterns, or exhibits other signs of drowsiness.
long been considered sensitive and private data that warrants greater privacy protections.\(^9\) Indeed, data that cars collect, including the types of data collected by advanced impaired driving prevention technologies, are the same types and categories of sensitive data that have been subject to greater privacy regulations and federal agency enforcement actions.\(^10\) For example, the state of Illinois has long had a biometric law in place that has been enforced against several technology companies.\(^11\) NHTSA should keep pace with current privacy protections and practices to protect against the significant overcollection of car data by ensuring robust privacy protections are in place for data collected and used by advanced impaired driving prevention technologies.

**Over-collection of Data by Cars, and Its Subsequent Sharing and Use, Harms Individuals**

Overcollection and overuse of data is harmful.\(^12\) Privacy-based harms occur when companies collect, maintain, share, and use personal data for purposes unrelated to the product or service being provided.\(^13\) Collecting and retaining more data than necessary to provide a product or

---


\(^10\) Sensitive data includes various types of data such as health and financial data, content of communications, identification numbers, biometric information, location, and demographic information. See *e.g.*, § 2(28)(a) of the “American Data Privacy and Protection Act”, H.R. 8152, 117th Cong. (2022).


service results in large databases that can become the target of hackers or unauthorized access. Moreover, when personal data is subject to data breaches, further downstream harms like identity theft can occur. That danger is particularly acute with biometric data that reflect unchangeable characteristics such as facial measurements.

Secondary uses of data by the company itself can harm people because they have no way of knowing or understanding the implications of the use. Thus, additional harms can occur with subsequent use of data that is unknown or secretive, such as developing detailed individual profiles of people and selling the data to third parties for use in a variety of circumstances, such as targeted advertisements or training an algorithm.¹⁴

The over-collection and -use of biometric data in particular can be harmful and has faced legal scrutiny. For example, biometric data can trigger evictions or arrests, further criminalizing people who are already disproportionately surveilled, and for whom facial analysis has been shown to produce unreliable matches.¹⁵ Biometric data such as facial expressions, eye contact, voice intonation, and inflection, has also harmed people when used in employment and hiring software.¹⁶ Biometric data can also prove harmful when it is not secure. For example ID.me, a facial recognition identity verification company, allowed employees to bring home devices that carried U.S. citizens’ identity data and retained biometric data longer than necessary.¹⁷ Such practices increase the chances of data being leaked onto the internet and later used for identity theft or other harmful activities.

¹⁴ See Solove & Keats Citron, supra n. 13.
The advanced impaired driving prevention technologies contemplated in the ANPR are invasive. They have the capabilities of continually collecting and using data that is very personal - such as the alcohol levels in peoples’ blood and sweat, eye movements, and facial expressions. The same data that informs advanced impaired driving prevention technologies can also reveal private and sensitive information about drivers and passengers.

Highly-privacy invasive cars are also unlikely to garner consumer acceptance. Many Americans do not want to be tracked and have their data collected and stored, especially when the tracking includes data about their bodies, their conversations and communications with others. A 2020 survey showed that almost 80% of people in North America expressed concern over sharing personal information with online businesses. In 2019, a significant majority of Pew survey respondents were concerned about how much data about them is collected by businesses, and similar numbers believed the risks to such data collection outweighed the benefits. When it comes to cars, a recent Kaspersky survey found that “71% of drivers said they would consider buying an older car or one with less technology, in order to protect their privacy and security.” The same survey also found that “72% of drivers are uncomfortable with the idea of an automaker sharing their data with third parties.”

Therefore, it is imperative for NHTSA to consider, identify, and evaluate potential privacy risks and possible harms when deciding whether to impose impaired driving technology in new cars, especially given these technologies are known to collect very sensitive data about individuals. Moreover, any rulemaking should impose robust privacy protections and mitigations to ensure that advanced impaired driving technology does not over collect or use consumer data in harmful ways.

**Privacy-Protective Recommendations for NHTSA Rulemaking**

NHTSA should ensure that new advanced impaired driving prevention technologies do not simply allow business as usual with invasive privacy practices such as over-collection and over-sharing of data. To decrease the likelihood of privacy harms and increasing consumer acceptance, NHTSA should require robust data collection and use limitations associated with advanced impaired driving prevention technologies.

---

21 *Id.*
I. **NHTSA has the Authority to Included Strong Data Privacy Protections and Limit Data Collection via Advanced Impaired Driving Prevention Technology**

Robust data privacy protections are essential to any rule regulating advanced impaired driving prevention technology. The inclusion of data privacy protections will ensure that NHTSA satisfies the legal requirements of the National Traffic and Motor Vehicle Safety Act. The Act requires that standards regulating motor vehicle safety problems be “practicable.” To demonstrate that a proposed standard is “practicable,” NHTSA must consider several factors, including technological and economic feasibility and consumer acceptance. Including privacy protections will bolster consumer acceptance. A core element of consumer acceptance is trust. When consumers do not trust products’ and services’ data practices, they are less likely to use those products and services. Thus, strong data privacy protections will help NHTSA satisfy the Safety Act’s requirements and the agency has authority to impose such protections.

II. **NHTSA should conduct a Privacy Threshold Analysis and publish a Privacy Impact Assessment.**

As an initial matter, the ANPR notes that NHTSA intends to conduct a privacy threshold analysis (PTA) to determine whether the agency should publish a draft Privacy Impact Assessment (PIA) concurrent with its issuance of a regulatory proposal that would establish performance requirements for advanced impaired driving technology. CDT applauds NHTSA’s intention to conduct a PTA and strongly recommends the publication of a PIA. NHTSA has issued numerous PIA’s in response to other initiatives and should do so again here to demonstrate the agency’s commitment to driver and passenger privacy and bolstering driver and passenger trust and acceptance of advanced impaired driving prevention technologies.

Within that PIA, NHTSA should explicitly consider whether this technology is too privacy invasive, and whether alternative technologies that are less privacy-invasive would accomplish similar goals. The privacy reviews should evaluate data practices around minimization, security, and encryption like those contemplated in NHTSA’s V2V Communications PIA.

---
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25 *Id.*
26 Department of Transportation, National Highway Traffic Safety Administration *supra* n. 1, at 855.
III. NHTSA should include robust driver and passenger privacy limitations related to collection, use, and retention of data by alcohol and impairment detection systems.

NHTSA is proposing to require cars to have a system in place that would involve a significant increase in the collection and use of sensitive and personal information about millions of American drivers and their passengers. NHTSA should impose strict limits on data collection and use to prevent widespread and government-approved privacy invasions from abuses of that system.

First, NHTSA should allow data collection by these systems only to the extent necessary to make a determination as to whether the driver is impaired. Allowing the collection of superfluous data about other people in the car, unrelated data about the driver, or any other data that cars are capable of collecting for any other purpose would allow car companies to abuse this new system and violate people’s privacy for the company’s own gain.

Second, NHTSA should require that the data collected be used only for determining whether the driver is impaired. Companies should not be allowed to use this personal, sensitive data for secondary purposes. The data also should not be sold or otherwise transferred to any third parties such as data brokers, insurance companies, or (absent a legal requirement) law enforcement.

Third, once data has been successfully used to determine whether a driver is impaired or not, that data should then be promptly deleted, unless there exists another legal duty or requirement to retain the data for longer. The determinations made by advanced impaired driving prevention technologies are temporal. They are a yes/no determination at a specific instance in time - is this specific individual attempting to operate a vehicle while intoxicated? This type of determination does not require any historical data from past operations nor does it require the creation of stored data moving forward.

Next, where practical, data used by advanced impaired driving prevention technologies should only be processed on the vehicle and, when necessary to retain such data, be retained only on the vehicle. Local data storage and processing decreases opportunities for data to be used or shared for unrelated purposes. Additionally, local data storage decreases the chance that such data will be accessed and used by individuals who do not have a need to see or have approval to see such data. Provisions like these also add to driver and passenger data privacy and trust since they know their data is not being shared with third parties and/or potentially being used for unknown and unrelated purposes.

These privacy protections will help ensure consumers accept NHTSA's proposed detection system. If people know data collection will be minimized and that data will not be retained and potentially used in unknown or unwanted ways, like to create profiles for specific drivers that could later be shared with insurance companies and/or law enforcement, they are more likely to accept detection systems.

IV. Transparency is critical for individuals to understand and trust new technologies.

NHTSA should establish effective mechanisms and requirements that inform drivers and passengers about how advanced impaired driving prevention technologies operate and how their data will be kept private. Drivers and passengers should know what data about them is being collected, why collection is necessary for the intended purpose of the detection system, how that data will be used, how long it will be retained, and how and with whom their data will be shared (though, as noted above, it should not be shared absent a legal requirement to do so).

Importantly, transparency should not be conflated with a notice and consent regime: companies should be subject to the data minimization rules set forth above and not be permitted to evade them through providing “notice” in privacy policies and the fiction that drivers and passengers have consented to whatever practices those policies contain.

Such disclosures should be conveyed in multiple ways. First, the rules should require a short, easy-to-understand disclosure. This short-from disclosure should contain enough detail to enable drivers and passengers to understand how and why their data will be collected, retained, used, and shared. Short-from disclosures should be made available to drivers and passengers in the vehicle prior to any data collection. For example, this data could be displayed on the car’s infotainment system and provide top-level information and options for drivers and passengers to learn more via additional menus and windows.

In addition to the shorter and more digestible information provided to drivers and passengers in-vehicle, a second and more thorough disclosure detailing how advanced impaired driving prevention technologies collect, retain, use, and share driver and passenger data should also be required and publicly available on manufacturers' websites. That more detailed information also will enable advocates and government regulators to evaluate and ensure that advanced impaired driving prevention technologies are complying with data minimization requirements.
Conclusion

NHTSA should incorporate strong privacy protections in its Advanced Impaired Driving Prevention Technologies in any final rule. Those protections should include meaningful limits on data collection, retention, sharing, and use. We look forward to continuing to work with you to advance data privacy rules that protect drivers and passengers.