August 25, 2022

The Honorable Nancy Pelosi
Speaker of the House
U.S. House of Representatives
H-232, the Capitol
Washington, DC 20515

RE: Move H.R. 8152, the American Data Privacy and Protection Act

Dear Speaker Pelosi:

The undersigned 48 civil rights, privacy, and consumer organizations urge you to expeditiously move H.R. 8152, the American Data Privacy and Protection Act (ADPPA), to a vote by the full House of Representatives. ADPPA is comprehensive federal privacy and civil rights legislation that will, for the first time, create real and lasting protections for the personal data of hundreds of millions of consumers in America. It will also significantly expand equal opportunity online through strong anti-discrimination provisions, algorithmic bias assessments, and heightened protections for data that reveal sensitive information about a person. The bill, which was reported out of the Energy and Commerce Committee on a bipartisan 53-2 vote, is the product of input from a variety of stakeholders across the political spectrum.

The American Data Privacy and Protection Act strengthens civil rights and privacy protections nationwide. To accomplish these sweeping advancements and bring relief to millions today, we understand that some compromise is necessary. ADPPA has limited preemption of state privacy laws that cover the same issues as ADPPA. It does not preempt state civil rights laws, consumer protection laws of general applicability, or laws related to student or employee privacy, health privacy, financial privacy, social security numbers, facial recognition, electronic surveillance, encryption, or several other categories.

We commend California and other states for leading the way in establishing state-level privacy protections, such as the California Privacy Rights Act (CPRA). ADPPA builds on the success of CPRA, raising data protections for Californians and the rest of the country. For example, ADPPA includes civil rights protections, algorithmic bias testing, limits on targeted advertising to kids, and a private right of action — none of which are present in California or other state privacy laws. Everyone throughout the United States deserves to have their privacy and civil rights protected. State attorneys general and state privacy authorities, like the California Privacy Protection Agency, will be able to enforce ADPPA.

The American Data Privacy and Protection Act contains significant new protections for civil rights and data privacy, including:

- Strong civil rights protections that prohibit using personal data in a manner that discriminates in goods or services on the basis of protected characteristics;
- Data minimization provisions that limit data collection, use, and sharing, and that impose heightened restrictions on sensitive data such as browsing history, location data, health information, and biometric data;
- Requirements to test algorithms for bias and measure potential impacts on equal access to and eligibility for housing, employment, credit, education, insurance, health care, and public accommodations;
• Strong protections for kids’ and teens’ data, including a ban on targeted advertising to anyone under 17 years old and a new FTC office focused on youth marketing;
• Individual rights to access, correct, and delete one’s personal information;
• Data broker regulations and global opt-outs for consumers;
• Robust transparency and data security requirements;
• Reasonable enforcement provisions, including FTC enforcement authority, enforcement authority for state attorneys general and state privacy agencies, and private right of action; and
• Preservation of state civil rights laws and other types of state laws that are important for the protection of consumers and marginalized communities.

We will continue to work to improve the bill as it moves to the floor and concerns are considered, however we strongly believe that H.R. 8152 will provide long overdue and much needed protections for individuals and communities. The bill is a meaningful compromise that has bipartisan support. Congress has the opportunity to act now to protect people’s data — and thus their privacy and civil rights.

The time is now to pass a comprehensive federal privacy and civil rights law. We fear that a failure to move the bill in this Congress will forestall progress on this issue for years to come. We urge you to move the bill to a vote as soon as possible.

Sincerely,
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